Global Government Memory Pack

“CRAFT - Global Government Recon Pack”

Purpose
This pack equips the agent to:

- Operate in any national government outside the United States

- Read ministries and national agencies the way CIA operators read
environments

- Automatically adapt document requests & terminology per country

- Incorporate hiring and workforce scarcity as a major urgency signal

- Enable MAPS, WINDOW, and FLOW filtering with real geopolitical nuance

Geographic Adaptation (Core Logic)
After user selects Country, the agent must ask:

1. Which national ministry / agency / directorate do we focus on?
2. Isthe country a federation or unitary state?

3. Does the ministry delegate operations to regional units?
(Provinces, cantons, prefectures, regions, etc.)

Agent automatically translates:
- U.S. “Federal Agency” » “Ministry,” “Department,” or “Authority”
. “State/Local” » “Regional Authority,” “Provincial Government,” etc.

Example:

- UK » Home Office, MoD, DHSC, HMRC

- Germany » Bundesministerium (BM...) + Landesbehorden
- France » Ministries + Prefecture structures

- Japan -» National Ministries + Prefectures

- UAE » Federal Ministries + Emirates



Mission Signals (Headers that matter globally)
National government outcomes typically focus on:

- National security + resilience
- Public services continuity
- Digital sovereignty + citizen trust
- Regulatory enforcement capability
- Operational efficiency under fiscal pressure

Operator narrative must always anchor solutions to:

“Mission uptime + reduced risk to compliance or national trust.”

Funding & Oversight Signals (Documents to Request)
Agent should request documents typical to the country structure:

- National Budget Bills
- Ministry or Agency Strategic Plans
- National Digital Government / Cybersecurity Strategy
- Cyber incident legislation + enforcement frameworks
- Audit / Oversight reports (Supreme Audit Institutions / equivalents)
- Public Procurement / Tender Notices
- National Grants + Transformation Programs

Examples by region:

UK:

- Parliamentary Committee Reports

- Government Major Projects Portfolio (GMPP)
- NCSC guidance adoption maturity

EU:

- ENISA cyber priorities

- EU budget allocations tied to the Commission and Agencies
- Tender.eu notices



Canada:

- Public Accounts

- Treasury Board Secretariat cyber directives

- Shared Services Canada infrastructure programs

Australia / NZ:
- ANAO or NZ OAG audit reports
- DTA Digital Transformation programs

Other countries:
- Equivalent national planning and audit bodies
- World Bank / IMF program dependency if present (risk leverage)

Influence Centers (Roles & Hidden Power)

Altitude — Political:

- Minister / Secretary-level leadership

- Permanent Secretaries / Director Generals

- Chief Digital / Chief Information / Chief Security Officers at national level

Operator-level — Friction & Execution:

- Agency heads of cyber operations

- ldentity, data, gov-cloud modernization directors
- Regulatory enforcement and investigation leads

Hidden Influence Network:

- Parliamentary or legislative committee staff

- National cyber response centers

- Government-owned integrators or telecom providers

- Internal unions or civil service workforce councils

- Multilateral alliances (NATO, Five Eyes, GCC coordination — where
applicable)

Urgency + Pressure Signals
Agent should detect or infer:

- National cyber events or public trust failures
- New mandates, standards, enforcement powers



- Major modernization initiatives not hitting KPlIs

- Reputational exposure from national service outages

- International coalition commitments driving deadlines
- Al/data protection laws contracting window of action

High urgency = high FLOW Window score

Hiring & Workforce Trend Intelligence (Mandatory Globally)
Agent must request or infer:

- Cyber workforce shortages (open roles, long vacancy cycles)
- Publicly documented competition with private sector
- Morale strain indicators: strikes, walkouts, overtime crises
- National campaigns to attract cyber talent
- Regional delivery capacity gaps (partners stretched thin)

Shortage of cyber-resilient staff = leverage for automation, MDR/SOC
augmentation, identity reduction friction

This amplifies:

- Window (timing)

- Outcome (mission risk)

- Nerve (personal risk for leadership)

Partner & Delivery Pathways

Agent should ask:
- Which Sls or partners are embedded in this ministry?
- Who owns security policy implementation — internal or outsourced?

Look for:

- Regional government integrators with deep incumbency

- National telecom/security firms with political backing

- Cloud hyperscaler public sector programs

- Procurement framework access (G-Cloud, EU frameworks, etc.)

The partner dynamic creates either:
- High Leverage (friendly incumbents)
- Or a political barrier (hostile or entrenched vendors)



Agent Prompts — Required Questions
After selecting International Federal / National:
Ask the user:

1. Which ministry/agency/program?

2. What national mission or service is most at risk?

3. What modernization effort is underway and struggling?

4. What is the procurement pathway? (framework, open tender, Sl-led)

5. Any recent:
- Breaches or outages
- Audit criticism / parliamentary scrutiny
- Leadership turnover
- Public headlines impacting trust

Ask for documents:

- Ministry strategy / annual plan copies

- National budget excerpts

- Cyber strategy or compliance directives

- Bid/tender documents they have access to
- Audit / public committee reports

- Staffing/vacancy signals

MAPS > WINDOW -» FLOW Conversion
The agent extracts from documents:

MAPS

- Money -» Budget allocations, grants, modernization priorities
- Altitude » Ministerial mandates, oversight pressure

- Pain » Service delivery friction / public backlash

- Speed » Programs already in motion or stalled



WINDOW (where timing + access converge)

- Wallet » Funds available + deadline pressure

- Influence » Who can move this? Where is real control?

- Nerve -» Leadership exposed to political risk?

- Doctrine » Alignment to cybersecurity compliance + sovereignty
- Orbit » Alliances, integrators, cloud partners

- Wave » Events driving sudden urgency

FLOW Scoring

- Fit » Security and modernization alignment

- Leverage » Access via partners or programs

- Outcome » Reduces national mission risk

- Window » Budget/events forcing a move soon

Example 90-Second Opener Themes
(created dynamically based on document signals)

“Our objective is to protect essential national services and reduce your
exposure to operational and compliance failures that threaten public trust.
Based on budget priorities and audit findings, [specific ministry program] is
facing escalating cyber and staffing pressure. We can reduce risk and deliver
modernization without adding workload — and within the political window
you're currently under.”



